Le point sur la cybersécurité au Mali.
Les productions de l’équipe nationale du Mali sur les points suivants :
· Stratégies nationales de cybersécurité (SNCS)
L’ambition du Gouvernement est, dans un premier plan, de se doter d’une stratégie nationale de cyber sécurité et un cadre juridique et institutionnel aligné aux meilleures pratiques internationales et régionales qui s’adaptent au contexte local.  Ensuite, de mettre en place les instances nécessaires pour veiller à un Internet sain et pour intervenir en urgence en cas de nécessité, notamment par rapport aux plateformes d’E-administration qui seront déployées par le Gouvernement.
Ainsi, il y a de cela quelques mois l’élaboration de la stratégie nationale de Cyber sécurité a été lancée , un rapport provisoire ci-joint a été produit et un atelier de validation est prévu du 5 au 8 Octobre par l’AMRTP.
.
· Équipes d'intervention en cas d'incident de sécurité informatique (CSIRT)
Le processus de finalisation de la mise en place du ML-CERT en cours. Le service chargé de passation de marché du Mali a été saisie et leur retour est attendu pour le déclenchement du processus de recrutement d’un cabinet expert pour un appui à la mise en place du ML-CERT.
A ce stade, nous ne pouvons pas parler d’équipe d’intervention d’urgence.
· Protection des infrastructures critiques (PIC)
Les infrastructure critiques ne sont pas officiellement identifiées au Mali, dans la version provisoire de la  stratégie nationale de cyber sécurité, il est prévu des actions d’identifications des infrastructures nationales dites critiques.
· Législation et cadres juridiques relatifs à la cybersécurité
Lois

· Loi N°2013-015/du 21 mai 2013 portant Protection des Données à Caractère personnel en République du Mali ;
· Loi N°2016-011 du 6 mai 2016 portant sur les règles applicables aux moyens, modalités, prestations et systèmes de cryptologie au Mali ;
·  Loi N°2016-012 du 6 mai 2016 relative aux transactions, échanges et services électroniques ;
· Loi N°2017-062/du 18 décembre 2017 portant loi d’orientation sur la Société de l’Information au Mali ;
· Loi N°2019-056/du 05 décembre 2019 portant répression de la Cybercriminalité.

Décret
· Le décret n° 2016-0274/P-RM du 29 avril 2016 fixant les conditions et les procédures d’agrément des équipements de télécommunications et des technologies de l’information et de la communication.
· Le décret 2016-0975/P-RM du 27 décembre 2016 déterminant la procédure et les modalités d’interconnexion des réseaux de télécommunications/TIC 
· Décret N°2019-0248/P-RM du 27 mars 2019 fixant les conditions de délivrance de l’Agrément aux Prestataires de Services de Cryptologie ainsi que leurs Obligations ;

· Décret N°2019-0646/P-RM du 26 août 2019 déterminant les conditions de déclaration, de la fourniture ou l’importation d’un moyen de cryptologie


· [bookmark: _GoBack]Sensibilisation à la cybersécurité, compétences et développement des ressources humaines.

Des sensibilisations sont surtout faites sur la protection de données à caractère personnel par l’autorité de Protection des données personnelles.
Lors de la célébration de la journée internationale de la presse, la thématique sur la cybersécurité a été amplement discutée par les hommes de media. Néanmoins, Le Mali aura besoin d’une large campagne de sensibilisation à la cybersécurité
Un regroupement des compétences dans le domaine est nécessaire et en plus un renforcement de capacité doit être de rigueur. 
Un contact avec le Ministère en charge de l’enseignement supérieur pour faire intégrer la culture de cyber sécurité dans les cursus universitaires du pays sera privilégié.

